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About the Avtomatika Concern 
MISSION 
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  The Avtomatika Concern is an industrial company supplying  
 integrated high-tech solutions with a high degree of information security for 
business and government 

   The Concern’s mission is to develop products and services aimed at creation 
  of a comfortable environment for the development of customers’ business, 
 increase of the availability of communication services, safe transmission, processing  
and storage of information and improvement of the quality of life. 



About the Avtomatika Concern 

MORE  THAN 70  CENTRE OF COMPETENCE  OF ROSTEC 
YEARS OF EXPERIENCE STATE CORPORATION IN IT AND CYBER SECURITY 11 000     AMONG ENTERPRISE 

 EXPERTS THE HOLDING 
EMPLOYS OVER 

36  
 DOCTORS 
OF SCIENCES 

147  
CANDIDATES 
OF SCIENCES 

CUSTOMERS: 

Governments 

Commercial structures 

Uniformed agencies 

OUR UNIQUENESS 

Russian defence enterprises 

State corporations 

Individuals 

Foreign customers 

EMPLOYEES 

THERE ARE  



About the Avtomatika Concern 

BASIC COMPETENCES: 

Development and implementation of complex projects in the field  
of information security 
 
Development and implementation of information systems, 
telecommunication equipment and computing technology 
 
Serial production of electronic equipment, including secure 
Communications 
 
R&D, research and development in promising areas (5G networks, 
industrial Internet of Things IIoT, quantum cryptography, neural 
networks and artificial intelligence) 

OUR UNIQUENESS: 

•  FLEXIBLE PRICE POLICY 

• PROVISION OF NECESSARY SUPPORTING 
DOCUMENTATION FOR PRODUCTS 

• TRAINING OF THE CUSTOMER’S  
PERSONNEL PRODUCTS HANDLING 

• MODERNIZATION AND CUSTOM 
DEVELOPMENT SERVICES 

• WARRANTY SERVICE SUPPORT 

OUR UNIQUENESS 
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About the Avtomatika Concern 
FIELDS OF ACTIVITY 
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Information Security Services 

Building of the information security 
management centres 

Certification subject to information security 
requirements (GIS, MIS, ISPD)  

Organization of secure communication 
channels  

Penetration testing  

Construction of computer attack  
monitoring centres 

Participation in the development  
of information systems and tools,  
source code analysis of applications  

Comprehensive  
cybersecurity audit 

Delivery, installation and configuration 
of information security tools  

Technical support of information 
protection systems and tools 



WWW.ROSTEC.RU 
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